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Abstract�Network Slicing (NS) is a key enabler of the upcom-
ing 5G system and beyond, leveraging on both Network Function
Virtualization (NFV) and Software De�ned Networking (SDN),
NS will enable a �exible deployment of Network Functions
(NFs) belonging to multiple Service Function Chains (SFC) over
various administrative and technological domains. Our novel
architecture addresses the complexities and heterogeneities of
verticals targeted by 5G systems, whereby each slice consists
of a set of SFCs, and each SFCs handling speci�ed traf�c
within the slice. In this paper, we propose and evaluate a
MILP optimization model to solve the complexities that arise
from this new environment, our proposed model enables a
cost-optimal deployment of network slices allowing a mobile
network operator to ef�ciently allocate the underlying layer
resources according to its users’ requirements. We also design
a greedy-based heuristic to investigate the possible trade-offs
between execution runtime and network slice deployment. For
each network slice, the proposed solution guarantees the required
delay and the bandwidth, while ef�ciently handling the use of
both the VNF nodes and the physical nodes, reducing the service
provider Operating Expenditure (OPEX).

Index Terms�5G, Next Generation system (NextGen), Net-
work slicing, Service Function Chaining, Network Functions,
Network Softwarization, Optimization.

I. INTRODUCTION

5G systems unlike the previous generation of mobile net-
works are expected to rely on both the advancement of phys-
ical infrastructures represented by the introduction of Mil-
limeter waves, massive MIMO, full duplex, beamforming, and
small cells; as well as the emergence of SDN and NFV [2].
By introducing the logical infrastructure abstraction, the 5G
mobile networks will revamp modern network infrastructures
using SDN and NFV as key enabler technologies towards
softwarized networks. Network Softwarization is the core
concept supporting the 5G’s use cases, i.e., enhanced Mobile
Broadband (eMBB), Ultra-Reliable and Low Latency Com-
munications (uRLLC), and massive Machine Type Commu-
nication (mMTC) [3], reducing both the Capital Expenditures
(CAPEX) and the OPEX of the service provider, while keep-
ing the deployment schema simple. Network Softwarization
can enable high-performance improvements by offering the
�exibility and modularity that are required to create multiple
overlying networks. These softwarized networks’ mechanisms
give place to a new concept dubbed Network Slicing [4], [5].

An abridged version of this paper has been published in the proceedings
of the 2018 edition of the IEEE GLOBECOM [1].

Meanwhile, the Third Generation Partnership Project
(3GPP) in its Releases 15 and 16 introduced a service-oriented
5G core network (5GCN) that entirely relies on NFs [6],
[7], which increases the need for autonomous mechanisms
to deploy and manage NS through operating of multiple
Service Function Chains (SFC) that will dynamically steer the
network traf�c and �ows across multiple logical and physical
infrastructures [8]. For instance, a given user has a network
slice that consists of two SFCs:
� The �rst one is used to handle the control plane part

by steering the traf�c through the Access and Mobility
Management Function (AMF) and the Session Manage-
ment Function (SMF) which are equivalent to the MME,
P-Gateway Control plane (P-GWCP), and S-Gateway
Control plane (S-GWCP) in the 4G system after the
control and user plane separation of EPC nodes (CUPS).

� The second SFC will ensure the reliability of the data
plane by steering the data �ows from the AMF to the
Data Network (DN) passing by the User plane Function
(UPF) which represents the p-gateway User plane (P-
GWUP) and the s-gateway User plane (S-GWUP) in the
CUPS architecture [9], [10].

As the standards development organizations (SDOs), i.e.,
the Next Generation Mobile Network Alliance (NGMN),
3GPP, and International Telecommunication Union �
Telecommunication Standardization Sector � (ITU-T), are
instantiating network slices that contain one or more SFCs,
each SFC composed by a set of NFs running inside either
a logical node or a physical node. To enable this emerging
approach, many NFs may require being traversed in a certain
strict order, leveraging on the �exibility of NFV, Mobile
Network Operators (MNOs) can deploy any particular slice
type honoring its real-time requirements. However, this
�exible management can lead to a huge number of active
nodes in the network infrastructure that are scarcely used
which leads to an inef�cient network slicing deployment.
Based on these observations, the contributions of this paper
are:
� The introduction of a new architecture in compliance

with the ETSI-NFV model and the 3GPP speci�cations
to create a �ne-grained NS;

� The formulation of a Mixed Integer Linear Programming
(MILP) to achieve an ef�cient cross-domain network
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slicing deployment without having to carry about the
underlying topologies (both the VNF layer and the
physical layer) while satisfying all the constraints and
the speci�cations requested by the end-user or a given
vertical’s application;

� The design and evaluation of a heuristic algorithm to
overcome the exponential runtime and allow a quick
decision-making capability.

The remainder of this paper is organized as follows. Sec-
tion II summarizes the fundamental background topics and
related research works. Section III describes the proposed
architecture and our network model. Section IV illustrates the
problem formulation and describes our proposed framework
solution. Section V introduces the proposed heuristic for the
reduction of the exponential runtime. Section VI presents
the performance evaluation and our results analysis. Finally,
Section VII concludes the paper.

II. RELATED WORK

Moens and Turck [11] presented and solved a VNF place-
ment problem, their proposed algorithm was 16 times faster
than previous solutions for a small service provider. Their
solution uses a hybrid scenario where part of the services
may be provided by dedicated physical hardware and the
remaining part is provided using virtualized service instances.
By introducing the concept of a hybrid solution, the authors
consider the difference between service requests and VM
requests, as services must be managed by the service provider
and may be deployed either on dedicated hardware or on
shared service instances while requested VMs are taken by
the users who requested the service chain. However, by the
introduction of service function chaining, we will be consid-
ering the VNF placement problem more related to the end-to-
end communication rather than an embedding problem. Added
to the fact that if we consider the network slicing concept,
the sharing of a virtual instance will be more restricted to
allow the desired QoE and QoS. The authors of [12] tackle
a trending subject of the VNFs placement problem inside
a modern optical data center. To minimize the expensive
optical/electrical/optical (O/E/O) conversions between the op-
tical steering domain and the packet domain within the same
domain, the authors tried to �nd an optimal vNF placement for
vNF chaining in packet/optical DCs under the constraints of
the number of conversions to be minimized. They formulated
a binary integer programming (BIP) problem and proposed
an alternative ef�cient heuristic algorithm to solve it. As
explained before, this problem is more related to optical data
centers rather than common network infrastructures.

Ko et al. [13] present an optimal placement of network
functions in an SFC context, the problem was solved by
considering the latency required to place the service function
in a given SFC. In this work, the authors create an abstraction
of all the underlying network equipment by evoking only the
notion of service node (SN), such an abstraction allow high-
level modeling of the system. They formulated the model as
an Integer Non-Linear Programming (INLP) problem based on

the latency requirements, however, under certain conditions,
the delay constraints are not enough to ful�ll all the needs for
having a reliable SFC orchestration system; more constraints
need to be considered to strength their proposal. Song et
al. [14] treat the problem of obtaining an optimal placement of
network functions in the operators’ networks. They formulated
an Integer Linear Programming (ILP) problem to demonstrate
the trade-off between the network cost and the computing
resources cost. The network cost is mainly the bandwidth of
the links between the network functions and the resources
cost are the CPUs consumed by these network functions.
They proved the NP-hardness of the formulated problem and
provided a solution based on Hidden Markov Model (HMM).
Their solution shows a reduction in the resources consumption
as well as in the communication resources cost. Considering
the network cost based only on the bandwidth could guarantee
the satisfaction of all the desired �ows. However, considering
the service requests of 5G’s critical use cases as URLLC, it
is mandatory to also consider latency.

Jiao et al. [15] tried to maximize the traf�c throughput
under the constraint of the end-to-end latency in a given
service function chain to obtain an optimal placement. After
formulating the problem as an Integer Linear Programming
(ILP), the authors use dynamic programming to solve the re-
sulted NP-hard problem. However, the authors do not consider
either the presence of the network slicing paradigm nor the
satisfaction of the bandwidth requirements. In addition, the
authors consider a static allocation of SFC requests rather
than an elastic one which could be quite common in a
softwarization world. In [16], the authors evoke the problem of
coordinated NFV Resource Allocation (NFV-RA), they give
a whole overview of all the past related work. The authors
present an optimal solution to this issue using CPLEX and
leveraging on Homogeneous Link Mapping (HLM) modeling.
The authors try to minimize an overall cost which is consti-
tuted of the link cost (bandwidth, latency), the CAPEX cost
and the OPEX cost, then they transform the formulation in
order to present it to the optimizer (CPLEX in this case) by
using the developed HLM. By trying to solve the problem
of NFV-RA, the authors solve some issues related to the
SFC domain, however, they do not consider the inclusion of
the network slicing paradigm, which will play an important
role in the future of networking and which will bring more
restrictions concerning resource allocation.

Dietrich et al. [17] presented a holistic solution to the
multi-provider network service embedding (NSE) problem to
allow SFC mapping across multiple domains. They explained
that the traf�c scaling and NF location dependencies are
the main challenging aspects of the problem. By leveraging
linear programming formulations they derived near-optimal
solutions for the NSE problem. The proposed approach is a
centralized method that exposes only the important substrate
network information of each domain to a third party. However,
the authors did not consider the end to end communication
delay as well as the notion of network slicing which creates a
more sophisticated SFC deployment across multiple domains
and in the same time introduce more challenging issues related
to the resource sharing and communication requirements.
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The authors of [18], proposed a Network Function Consol-
idation (NFC) modeling, then followed by an Integer Linear
Programming (ILP) formulation, that they solved using a
greedy-based heuristic solution. They consider a typical three-
layer architecture in which they introduce the notion of
application layer as well as the VNF layer and the underlying
network layer. In a more understandable view, the authors tried
to minimize the number of VNFs deployed in the network by
allowing several network functions to be hosted in a limited
number of VNFs. The proposed approach shows ef�cient
results, however, with the entrance of the network slicing
paradigm, such an approach should be reconsidered because of
the sharing limit that has for objective to satisfy the end-users.
In addition, the authors assume that all the components of the
underlying infrastructure are similar, which will reduce the
users’ preferences in terms of authorized underlying instances.

Bari et al. [19] emphasize on the importance of using NFV
paradigm to ef�ciently reduce the cost and maximize the
pro�t for the service owner, and they showed the necessity
of SFC orchestration to handle the traf�c steering through
different VNFs. The authors formulated an Integer Linear Pro-
gramming (ILP), they solved it using CPLEX optimizer and
extended it to nested bin packing SFC orchestration problems
to address the exponential time obtained while maintaining
a near-optimal performance. However, the authors consider
the requests’ routing issue while our work focuses more on
the constraints related to the network resources limitations
(latency, bandwidth), in addition to the absence of network
slicing notion which may introduce more dif�culties during
the modeling phase, as well as problem-solving.

With respect to the cited works, in this study, we introduce
a cost-optimal deployment of network slices by considering
the embedding constraints, end-to-end communication delays
and bandwidth limitations in network slicing environments.
Seeing that new use-cases rely entirely on NS, SFC, and
NFs to enable a highly mobile environment, this work is a
must for achieving a fast network slices deployment for the
upcoming 5G mobile systems and beyond, while conserving
latency, bandwidth and resources access requirements.

III. PROPOSED ARCHITECTURE & NETWORK MODEL

Fig.1 depicts the main overview architecture suggested in
this paper, we have divided the architecture into three layers,
as it integrates the ETSI-NFV model and the 3GPP entities
to enable the monitoring, selection and creation process of
the virtual instances. The physical layer consists of a set of
servers and routers; in this layer, the servers are grouped into
a set of data centers that communicate between themselves
through the physical network. A set of routers would be used
as connectors for connecting different data centers. In the NFV
model, this layer refers to the NFV infrastructure (NFVI)
and would be controlled by the Virtualized Infrastructure
Manager (VIM) presented in the same �gure. The VNF layer
consists of a set of virtual network functions (VNFs) created
on top of the servers, each VNF being dedicated to one or
many functionalities during the forwarding of different data

traf�cs. The VNF layer is managed by the VNF Manager
(VNFM) that ensures the life-cycle management of all VNF
instances spreading over multiple administrative domains. The
slice layer, which runs on top of the VNF layer, consists of
a set of slices that are dedicated to different services, e.g.,
health-care and connected cars. The traf�c in each slice is
routed thanks to service function chaining (SFC), where each
traf�c in the slice would be forwarded using a prede�ned
order. Each slice is formed by ingress, egress nodes, as well
as a set of intermediate nodes. At the reception of different
packets at the ingress node, which is also called classi�er, the
SFC of those packets would be identi�ed, and then the traf�c
would be forwarded according to that speci�ed SFC. It is
noticed that the AMF is considered the classi�er in the 3GPP
standardization as it is the shared entity between the control
plane and the data plane. For instance, in the case of connected
car management that belong to the URLLC categories, a
slice can be comprised of more than one SFC inside a given
network infrastructure. While the �rst SFC could be dedicated
to the monitoring and control plane information, the second
SFC could be used for applying different management actions
i.e the data plane. In the following work only the core network
(CN) part is considered, while the Radio part was not studied,
however, the proposed solution can be also used to deploy
RAN slices or RAN/CN slices if the RAN part is an NF on
top of the cloud/data-center.

Let G(V;E;W;C) be a weighted graph that represents the
physical layer. Each node represents a server in a data center.
V = H [ U , where U presents the set of nodes deployed in
each data center and H are the set of connector nodes that
connect different data centers. A node in U can be either a
server or a router that forwards the traf�c. Meanwhile, the
nodes in H form a wide area network (WAN) that intercon-
nects different data centers. Each vertex v 2 V consists of
an ordered list, whereby each element in that list describes
the number of resources on that node, such as CPU, Memory,
and Disk. For instance, a vertex v can be presented as follows
(CPU;RAM;Disk; I=O). From another side, E represents
all the physical links relaying between the nodes V . Formally
(u; v) 2 E if there is a direct link between vertices u and
v. We also de�ne E(u; v) that shows the relations between
two vertices u; v 2 V . E(u; v) = 1 if there is a physical
link between u and v, otherwise E(u; v) = 0. W represents
the weight of every link in the physical network G in the
form of another ordered list that consists of the bandwidth
and the latency (Bw;L). Due to the limited capacity and the
high concurrency in WAN connections (the aggregation of
all data-centers’ links), usually, the links’ capacities between
H are too low compared to the ones between U [20], [21].
Let WB(u; v) and WL(u; v) denote the available bandwidth
and end-to-end latency between nodes u and v. Formally,
WB(u; v) � E(u; v)�M and WL(u; v) � (1�E(u; v))�M,
such as M is a big number (M � +1). We denote by C
the characteristics of different vertices including the level of
security and the IaaS that the physical node belongs to; this
information could be used during the placement phase of the
virtual instances, i.e., when a user or a vertical’s application
asks for only public IaaSs, only the nodes from the public
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Fig. 1: Global Architecture of the proposed solution

IaaSs could be selected. For each node v 2 U , we denote by
v(CS) and v(CI) the security level and the IaaS that the node
v is part of. The proposed solution can easily consider more
complicated characteristics by updating C.

We denote by R(X ;N ;P;Q) the graph that represents the
VNFs (instances of virtualization) running on top of physical
nodes represented by G(V;E;W;C). X represents the set of
already existing VNFs or the ones that should be created in
the network. A VNF x 2 X is also presented by an ordered
list, where each element shows the resources used by that
VNF. For instance, a vertex x 2 X can be also presented
as follows (CPU;RAM;Disk; I=O), where each element in
the list shows the number of resources used by that VNF.
While N presents the logical communication links between
different VNFs, P represents the characteristics of different
links. In fact, p 2 P is also an ordered list, where each
element represents the amount of resource can be offered
by that link. For the sake of simplicity, we also assume that
p 2 P consists of two elements, which are the bandwidth
and latency (Bw;L). We denote by PB(u; v) and PL(u; v)
the bandwidth and end-to-end latency guaranteed between
VNFs u and v, respectively. Similarly to C, Q represents
all sort of characteristics related to the VNF layer such
as the security level, placement admission or even different
complicated options not considered in this paper.

In the proposed architecture, it is assumed that a global
service has multiple users that can be grouped over a set of
slices where each slice is an instance of the service chain
with its own owner. Moreover, the grouping method may be
application speci�c, i.e., for autonomous driving assistance,
it may be locality based. Under these considerations, it is
de�ned that a slice (an instance of service chain) is created
on the behalf of a group of users. The 5G verticals monitor
(5G-VM) will be in charge of gathering information about
the services running at different users and devices, such
as the amount of bandwidth and end-to-end delay. 5G-VM

periodically monitors and detects the changes occurring at
the network, including users’ and devices’ demands and/or
their mobility, which can affect the service level agreement
(SLA), then it will trigger the Slice Orchestrator (SO) for
creating and/or rescheduling the different slices, as well as
transfer the different monitoring information to the SO as a
Slice Instance Descriptor (SID). By leveraging the 5G-VM,
end users and/or verticals’ applications submit as a SID all the
set of necessary speci�cations for the creation of a slice s 2 S
to the SO. By using the Network Slice Selection Function
(NSSF) [22], which is a 3GPP functional component respon-
sible for selecting the appropriate Network Slice instance
based on the information transferred by the SID; and both the
VNF Orchestrator (VNFO) and Operation/Business Support
Systems (OSS/BSS) from the ETSI-NFV model, the SO will
create a dynamic network slice based on chained NFs running
on top of VNFs. On one side, the speci�cations obtained
from the SID contain information on the service function
chain fi 2 Fs, with s 2 S , needed for the establishment
of a network slice, the ingress node (AMF if following the
3GPP standardization) and the egress node. While the ingress
node classi�es the incoming packets based on the pre-de�ned
network policy traf�c for the available set of SFCs Fs in the
slice s 2 S , the egress node forwards the processed packets
to the outside of the SFC domain (an output node).

On another side, the SFCs are composed of a set of NFs
connected through virtual links. Each NF requires a certain
CPU , RAM and a set of authorized nodes yj for the
deployment of a given NF. It is noticed that end-users and/or
verticals’ applications can impose certain af�nity constraints
in order to deploy their NFs, for instance, users can ask
for only the public IaaS which means that only the data
centers responsible for hosting the public IaaS will be taken
into consideration. Depending on service characteristics, SFCs
have different bandwidth and latency requirements. In addition
to the bandwidth and the latency between each two NFs, the
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SFCs have the global bandwidth and latency requirements
denoted by lf and wf that must be satis�ed.

After specifying the total requirements for the slice creation,
the 5G-VM transfers the requests to the SO in a SID format,
then the SO will take as an additional input, the number of
available resources in the physical layer (transmitted from
the NFVI through the NFVO). The SO will verify for each
request from the 5G-VM (a request can be for either one
or many users), the requirements for the creation and �nally
leverage the NSSF function to select the right Network Slice,
i.e., a creation model driven from the compliance of our
proposed architecture with the 3GPP entities and the ETSI-
NFV model [23]. For instance, let’s assume that the Policy
Control Function (PCF) which is responsible for the billing
system in the 5G core network is used, it requires 5 Gb of
vRAM, 3 vCPU and a set of authorized IaaS yf2; 5; 7g, the
SO will use the available resources from the physical layer to
place the NF in the right place in concordance with the other
NFs that belong to the same SFC in order to satisfy also the
requirements of the connectivity (bandwidth and latency) and
�nally create the desired slice.

IV. COST AWARE NETWORK SLICE MANAGEMENT FOR
ENABLING 5G VERTICALS

Based on the observation that one or more NFs should run
on top of a VNF, it is obvious that the number of VNFs does
not exceed the number of NFs in the network. As mentioned
before, each slice s 2 S has a set of SFCs Fs. Each SFC
fi 2 Fs consists of a set of NFs that are connected one with
each other, whereby each NF has one predecessor and one
successor except the �rst and the last NFs. While the �rst NF
has only one successor, which is the second NF in the SFC,
the last one has only one predecessor. We denote by 	s

i the
set of NFs in the SFC fi. We also denote by 	s

i;j the jth NF
in SFC fi 2 Fs at the slice s 2 S . Let we denote by � the
number of NFs in the network. Formally, � can be de�ned as
follows:

� =
X

8s2S;8i2Fs;8j2	s
i

1 (1)

Based on what has been discussed, we can assume that
we have � boolean decision variables that show if the VNFs
should be deployed or not. We de�ne the following variables:

8i 2 f1:::�g : �i =
�

1 if the VNF i should be created
0 Otherwise

We also de�ne the following variables:
8s 2 S;8i 2 Fs;8j 2 	s

i ;8k 2 f1:::�g :

Ys;i;j;k =
�

1 if the NF j is running on top of VNF k
0 Otherwise

In the Objective Function 2, we aim to minimize the number
of VNFs hosting the NFs that constitute different network
slices.

min
X

v2f1:::�g

�v (2)

Meanwhile, the constraints will be divided into �ve parts:
the placement constraints, the resources constraints, the links
arrangements constraints, the latency aware constraints, and
the bandwidth aware constraints. Each part consists of the
Slice-VNF layer mapping and the VNF-Physical layer map-
ping.

A. Placement Constraints
In this subsection constraints related to the three layer

placement will be introduced. We start by the Slice-VNF layer
mapping in constraint 3 and 4, then we continue with the
VNF-Physical layer mapping in constraint 5 and 6. Finally,
we deduce a three layer mapping starting from constraint 7
to constraint 11.

Constraint 3 ensures that each NF should run on top of only
one VNF;
8s 2 S;8i 2 Fs;8j 2 	s

i :
X

k2f1:::�g

Ys;i;j;k = 1 (3)

Constraint 4 shows that if a given NF is running on top of
a VNF, this VNF must be created;
8v 2 f1:::�g;8s 2 S;8i 2 Fs;8j 2 	s

i :

�v � Ys;i;j;v (4)

We also de�ne the following variables in order to introduce
the VNF-physical mapping:
8u 2 f1:::�g;8v 2 V :

Xu;v =

8
<

:

1 if the VNF u is running on top of the bare
metal server v.

0 Otherwise

The following constraint ensures that each VNF runs on
top of one bare metal server at most. If it is not running on
top of any server, this means that the VNF is not instantiated.
8u 2 f1:::�g :

X

8v2V

Xu;v � �u (5)

We denote by yj the list of authorized nodes of the NF j. It
is noticed that the yj is mainly used to enable a �ne-grained
placement for the proposed solution. The constraint 6 ensures
that if a VNF is not instantiated, then it should not hold a NF.
8s 2 S;8i 2 Fs;8j 2 	s

i ;8k 2 f1:::�g :

Ys;i;j;k �
X

v2yj

Xk;v (6)

Constraint 7 ensures that the VNF is instantiated in autho-
rized bare metal servers.
8s 2 S;8i 2 Fs;8j 2 	s

i ; k 2 f1:::�g :
X

v2yj

Ys;i;j;k �Xk;v = 1 (7)
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However equation (7) is not linear. In order to make the
optimization linear, we add the following constraints and
variables:

Firstly, we add the following boolean decision variables:
8s 2 S;8i 2 Fs;8j 2 	s

i ;8k 2 f1:::�g;8v 2 yj :
Y�s;i;j;k;v

The constraint 8 guarantees that each NF is mapped to only
one VNF which will be in its turn mapped to only one bare
metal node.
8s 2 S;8i 2 Fs;8j 2 	s

i ; k 2 f1:::�g :
X

v2yj

Y�s;i;j;k;v = 1 (8)

Then, we add the constraints 9, 10 and 11 to consolidate
our transformation. Formally, Y�s;i;j;k;v = Ys;i;j;k if Xk;v = 1,
otherwise Y�s;i;j;k;v = 0:
8s 2 S;8i 2 Fs;8j 2 	s

i ;8k 2 f1:::�g;8v 2 yj :

Y�s;i;j;k;v � Ys;i;j;k (9)

Y�s;i;j;k;v � Xk;v (10)

Y�s;i;j;k;v � Xk;v + Ys;i;j;k � 1 (11)

B. Resources Constraints

We denote by < the set of resource type, such as CPU,
RAM, Storage and so on. From the Slice Descriptor presented
in Fig. 1, we can get the required resources for each NF.
8s 2 S;8i 2 Fs;8j 2 	s

i ;8r 2 < :
Rs;i;j(r) denotes the required resource r of NF j.
We denote by �rv which is a real variable, the number of

resources r 2 < used by VNF v 2 f1:::�g.
Constraint 12 ensures that the amount of resources in

the Slice-VNF mapping layer is respected. Each NF request
should not exceed the available resources in any given VNF
deployed to serve network slices. v 2 f1:::�g;8r 2 < :

X

s2S;i2Fs;j2	s
i

Rs;i;j(r)� Ys;i;j;v � �rv (12)

We denote by �r
u the amount of resources r 2 < of a node

u 2 V .
The constraint 13 guarantees that the VNF-physical layer

mapping is respected. Any VNF should be instantiated in a
physical node that has enough resources.
8u 2 V;8r 2 < :

X

v2f1:::�g

�rv �Xv;u � �r
u (13)

However, the constraint (13) is not linear. In order to
translate the optimization to linear programming, we update
the constraint (13) as follows:

We de�ne the following variable ��rv;u for u 2 V , v 2
f1:::�g and r 2 <. Formally, ��rv;u = �rv if Xu;v = 1,
otherwise ��rv;u = 0. In order to ensure that the optimization

problem is linear, we add the constraints 14, 15, 16 and 17,
with M representing a big number (M�1).:
8u 2 V;8r 2 < :

X

v2f1:::�g

��rv;u � �r
u (14)

8u 2 V; v 2 f1:::�g;8r 2 < :

��rv;u � �
r
v +M� (1�Xv;u) (15)

�rv � �
�r
v;u +M� (1�Xv;u) (16)

��rv;u �M�Xv;u; (17)

C. Links Arrangement Constraints
The subsection IV-C introduces all the variables and

constraints in relation to the links arrangement of different
levels of nodes.

From constraint 18 to 21, we de�ne the variables that have
a relationship with the Slice-VNF layer. In the following, we
assume that a VNF can hosts multiple NFs.
8s 2 S;8i 2 Fs;8j 2 f	s

i � 	s
i;1g;8a 2 f1:::�g;8b 2

f1:::�g :

Zj�1;j
s;i;a;b =

8
<

:

1 if the traf�c between j and j-1
pass through the link (a,b)

0 Otherwise

We have the constraint 18 that ensures the presence of a
link between each two consecutive NFs.
8s 2 S;8i 2 Fs;8j 2 f	s

i �	s
i;1g :

X

a2f1:::�g

X

b2f1:::�g

Zj�1;j
s;i;a;b = 1 (18)

We have also the following inequalities in 19, 20 and 21
which guarantee that if there is a link between NFj�1 and
NFj , the VNF a and b are hosting respectively NFj�1 and
NFj and deployed in the network:
8s 2 S;8i 2 Fs;8j 2 f	s

i � 	s
i;1g;8a 2 f1:::�g;8b 2

f1:::�g :

Zj�1;j
s;i;a;b � Ys;i;j�1;a (19)

Zj�1;j
s;i;a;b � Ys;i;j;b (20)

Zj�1;j
s;i;a;b � Ys;i;j�1;a + Ys;i;j;b � 1 (21)

8u; v 2 f1:::�g;8(a; b) 2 E :

�a;bu;v =

8
<

:

1 if the communication between u
and v uses the link (a,b).

0 Otherwise

Constraints 22, 23 and 24 need to be introduced to guaran-
tee the VNF-physical layer mapping. They ensure that if there



7

is a link between VNFa and VNFb, the physical nodes u and
v are hosting respectively VNFa and VNFb and deployed in
the network:
8u; v 2 f1:::�g;8(a; b) 2 E :

�a;bu;v � Xu;a (22)

�a;bu;v � Xv;b (23)

�a;bu;v � Xu;a + Xv;b � 1 (24)

D. Latency Aware Constraints

The constraints in IV-D guarantee that the links have the
requested end-to-end latency for ensuring a good system
functionality.

Starting from constraint 25 to 30, the latency of the Slice-
VNF layer mapping is ensured. We de�ne the following
variables:
�Lj�1;j a real variable that shows the maximum delay

between the NFj�1 and NFj in SFC i at the slice s.
The constraint 25 ensures that the desired end-to-end la-

tency is maintained in the slice layer.
8s 2 S;8i 2 Fs :

X

j2f	s
i�	s

i;1g

�Lj�1;j � l
fi (25)

We also de�ne the following variables:
8u 2 f1:::�g;8v 2 f1:::�g :
�Lu;v a real variable that shows the maximum delay between

the VNF u and v.
The constraint 26 ensures that if the communication be-

tween NFj�1 and NFj uses the link u; v, then the delay
between VNFu and VNFv must be smaller than the delay
between NFj�1 and NFj .
8u 2 f1:::�g;8v 2 f1:::�g;8s 2 S;8i 2 Fs;8j 2 f	s

i �
	s
i;1g :

�Lu;v � �
L
j�1;j �Z

j�1;j
s;i;u;v (26)

However, inequality (26) is not linear. In order to make
the optimization problem linear, we introduce the following
variables and constraints.

Firstly, we de�ne the following real variables:
8u 2 f1:::�g;8v 2 f1:::�g;8s 2 S;8i 2 Fs;8j 2 f	s

i �
	s
i;1g : �L;u;vs;i;j

With M as a big number (M �1) and �L;u;vs;i;j = �Lj�1;j
if Zj�1;j

s;i;u;v = 1, otherwise �L;u;vs;i;j = 0, we add the following
constraints:
8u 2 f1:::�g;8v 2 f1:::�g;8s 2 S;8i 2 Fs;8j 2 f	s

i �
	s
i;1g :

�L;u;vs;i;j � �
L
j�1;j + (1�Zj�1;j

s;i;u;v)�M (27)

�Lj�1;j � �
L;u;v
s;i;j + (1�Zj�1;j

s;i;u;v)�M; (28)

�L;u;vs;i;j � (1�Zj�1;j
s;i;u;v)�M; (29)

�Lu;v � �
L;u;v
s;i;j (30)

From the constraint number 31 to constraint number 36, we
ensure that the delay of the VNF-physical layer mapping is
taken into consideration.

Firstly, we de�ne the following real variable:
8(a; b) 2 E : �L

a;b a real variable that represents maximum
latency between the physical node a and b.

Constraint 31 ensures that if the VNFu and the VNFv pass
through the physical link between the underlying node a and
b, the available latency between the physical nodes must be
respected.
8u; v 2 f1:::�g;8(a; b) 2 E :

�L
a;b � �Lu;v � �

a;b
u;v (31)

However, equation (31) is not linear. In order to make the
optimization problem linear, we de�ne the following variables
and constraints:

Firstly, we add the following real variables:
8u 2 f1:::�g;8v 2 f1:::�g;8(a; b) 2 Eg : 
Lu;v;a;b:
With M as a big number (M � 1) and 
Lu;v;a;b = �Lu;v

if �a;bu;v = 1, otherwise 
Lu;v;a;b = 0, we add the following
constraints:


Lu;v;a;b � �Lu;v + (1� �a;bu;v)�M (32)

�Lu;v � 
Lu;v;a;b + (1� �a;bu;v)�M (33)


Lu;v;a;b � (1� �a;bu;v)�M (34)

�L
a;b � 
Lu;v;a;b (35)

The constraint 36 ensures that always the requested latency
is bigger than the available one between the physical nodes.

�L
a;b � WL(a; b) (36)

E. Bandwidth Aware Constraints
The following constraints guarantee that each link has

enough bandwidth for ensuring a good system functionality.
Starting from constraint 37 to 42, the latency of the Slice-

VNF layer mapping is ensured. We de�ne the following
variables:
�Bj�1;j a real variable that shows the minimum bandwidth

between the NFj�1 and NFj in SFC i at the slice s.
Constraint 37 ensures that the required bandwidth is re-

spected between each two successive NFs.
8s 2 S;8i 2 Fs;8j 2 f	s

i �	s
i;1g :

�Bj�1;j � w
fi (37)

The constraint 38 ensures that the bandwidth between
VNFu and VNFv equals the sum of all the bandwidth used
by different NFs.
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�B
u;v a real variable that shows the minimum bandwidth

between the VNF u and v.
8u; v 2 f1:::�g :

�B
u;v �

X

s2S;i2Fs;j2f	s
i�	s

i;1g

�Bj�1;j �Z
j�1;j
s;i;u;v (38)

However, inequality (38) is not linear. In order to make
the optimization problem linear, we introduce the following
variables and constraints.

Firstly, we add the following real variables: 8u; v 2
f1:::�g;8s 2 S;8i 2 Fs;8j 2 f	s

i �	s
i;1g : �B;u;vs;i;j

With M as a big number (M � 1) and �B;u;vs;i;j = �Bj�1;j
if Zj�1;j

s;i;u;v = 1, otherwise �B;u;vs;i;j = 0, we add the following
constraints:
8u; v 2 f1:::�g;8s 2 S;8i 2 Fs;8j 2 f	s

i �	s
i;1g :

�B;u;vs;i;j � �
B
j�1;j + (1�Zj�1;j

s;i;u;v)�M (39)

�Bj�1;j � �
B;u;v
s;i;j + (1�Zj�1;j

s;i;u;v)�M (40)

�B;u;vs;i;j � Z
j�1;j
s;i;u;v �M (41)

8u 2 f1:::�g;8v 2 f1:::�gg :

�B
u;v �

X

s2S;i2Fs;j2f	s
i�	s

i;1g

�B;u;vs;i;j (42)

The remaining constraints ensure that the bandwidth con-
straints of the VNF-physical layer mapping are taken into
consideration.

Firstly, we de�ne the following real variable:
8(a; b) 2 E : �Ba;b a real variable that represents minimum

bandwidth between the physical node a and b.
Then, we add the following constraints.
Constraint 43 ensures that if the VNFu and the VNFv pass

through the physical link between the underlying node a and
b, the available bandwidth between the physical nodes must
be respected.
8(a; b) 2 E :

�Ba;b �
X

u;v2f1:::�g

�B
u;v � �

a;b
u;v (43)

However, equation (43) is not linear. In order to make the
optimization problem linear, we de�ne the following variables
and constraints:

Firstly, we add the following real variables:
8u 2 f1:::�g;8v 2 f1:::�g;8(a; b) 2 Eg : �B

u;v;a;b:
With M as a big number (M�1) and �B

u;v;a;b = �B
u;v

if �a;bu;v = 1, otherwise �B
u;v;a;b = 0, we add the following

constraints:
8u; v 2 f1:::�g;8(a; b) 2 E :

�B
u;v;a;b � �B

u;v + (1� �a;bu;v)�M (44)

�B
u;v � �B

u;v;a;b + (1� �a;bu;v)�M (45)

�B
u;v;a;b � �

a;b
u;v �M (46)

�Ba;b �
X

u;v2f1:::�g

�B
u;v;a;b (47)

The constraint 48 ensures that always the requested band-
width is smaller than the available one between the physical
nodes.

�Ba;b � WB(a; b) (48)

For the sake of facility, a detailed example will be intro-
duced to illustrate the operations of our proposed solution.
Fig. 2 represents a simple three-layer architecture, which
consists of six data-centers named from A to I in the physical
layer, a set of already deployed VNFs numbered from 1 to 9
in the VNF layer. Also note that for clarity, the bandwidth and
the latency will be both represented by W and ! respectively
in the VNF layer and the physical layer, we also omitted the
5G-VM, the SID, the SO and the integrated ETSI-NFV model
from Fig. 2, they are responsible for the creation of different
kinds of network slices after receiving requests from end users
and the selection part from the NSSF.

Let’s assume that we have a connected car management
scenario; in that case, and for safety reasons, we need at least
one mandatory network slice containing an SFC dedicated
for the monitoring and control plane information, by virtue of
simplicity, this SFC is not shown in the Fig. 2. In Fig. 2(a) we
assume that the connected car was stopped and a passenger
inside attaches to the access network (AN) and requests a
video streaming service that requires 10Mbps of bandwidth
and 31ms of latency. By collecting the request, the 5G-VM,
the SID, the NSSF and the SO will coordinate and create a
slice dubbed S1 in the Slice layer, S1 contains 3 NFs a, b and
c deployed in VNFs 6, 9 and 7, respectively. The Fig. 2(a)
shows the bandwidth and latency resources partially in use
as highlighted by the red numbers between the VNFs 6, 9,
and 7 in the VNF layer, and between nodes F and G in
the physical layer. Based on this topology, we update our
reference graphs G and R by removing all used resources
as depicted in Fig. 2(b). In Fig. 2(c), the connected car starts
moving and for safety reasons, a second SFC is needed to
handle the monitoring tasks and the measurements related
to the mobile connected car, therefore the connected car
requests the creation of this second SFC. However, that second
SFC is resource consuming and needs at least 100Mbps of
bandwidth and 10ms of latency as its a delay-sensitive service
(URLLC), added to that, the NFg and the NFr have some
restrictions in terms of deployment in the physical layer
(location constraints), for instance, NFr can only be deployed
on the bare-metal servers �G�, �H� and �I�; here we can
clearly observe the constraints 8, 9, 10, and 11. The Fig. 2(d)
shows the instantiation of a new VNF numbered as 10 to
host the NFr, the bandwidth, and latency resources partially
in use are also highlighted using the red color between the
VNF 8 and the newly created one 10 in the VNF layer,
and between node G and H in the physical layer. Fig. 2(e)
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(a) Architecture view showing bandwidth and latency in use in red
and the remaining resources in black.

(b) Network resources allocated for SFC1, Computed graph of
the proposed architecture removing the bandwidth and the latency
currently in use.

(c) Car start moving and the request for the management SFC
(SFC2) creation.

(d) Network resources allocated for SFC2.

(e) Network resources reference graph is recalculated.

Fig. 2: Example of our proposed solution for cost optimal network slicing deployment.

represents the graphs G and R in the physical layer and VNF
layer, respectively after the re-computation. It is noticed that
all the constraints related to the link arrangement, latency
and bandwidth are used in each request by our proposed
solution. It is also noticed that all the instantiated NFs are
supposed to represent one of the proposed NFs in the 5GCN
service-based architecture, however, for reason of clarity we
choose to name them using simple alphabetic identi�cation.
Finally, the obtained network slice is shared between the end-
user requesting the video streaming service and the car that
requires two separated SFCs for handling both the control
plane information and the monitoring tasks for high-speed
mobility.

F. Final model
Algorithm 1, dubbed Optimal Cross-domain Network

Slices Deployment, summarizes these constraints. For each

new request for the slice creation, the distribution of the NFs
that form the slices has to be recomputed. This algorithm is
triggered by either the reception of a request for creating a
new slice or the update of an existing slice: whether it be
the arrival of a new user (end-user or vertical’s application)
or the mobility of an existing one. The input parameters of
the proposed solution are the graph G that represents the
physical layer and the requests’ speci�cations (authorized
IaaS, bandwidth, end-to-end latency and so on). At each
execution of the Algorithm, a new con�guration is computed
thanks to the optimization problem de�ned below, and then
that con�guration is returned to the orchestrator to enforce it.
As shown in the Algorithm, the main control loop re-executes
a waiting function to receive a new request either for creating
a new slice or updating existing according to the changes
happened at the three-layer network topology.

After introducing all the needed constraints and their












